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Part 1 – Pod Setup (no screen shots required) 
 
Part 2 – Telnet session hijack screenshots 
 
[Kali] Ettercap discovered pod hosts, ARP poison targets and captured cis76 credentials 

 
 
  



[Kali] Showing touch command injected into telnet session using Shijack 

 

 

 

Showing “BenjiWasHere” file created on EH-Centos 

 
 
 
 
  



Part 3 – DarkComet RAT 
 
[Windows 7] Dark Comet showing Computer Information about victim 

 
 
 
 
 
 
 
 
 
 
 
 
 



[Windows 7] DarkComet showing File Manager view of uploaded file named for Benji Simms

 
 
 
 

  



Part 4 – SSH Brute Force 
 
[Kali] Showing wordlist 

 
 

 

[Kali] Showing cracked password 

 

 

  



[EH-Rouji] Showing Ahdar’s secret 

 


